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Introduction  

With the growing reliance on Information and 

Communication Technology (ICT), education in the 

digital era has become increasingly dependent on virtual 

platforms and online tools [1]. This technological change 

has not only changed teaching and learning methods but 

has also strongly changed the way students, faculty 

members, and other stakeholders interact in academic 

environments. In this context, one emerging and 

concerning issue is cyber incivility—a term that refers to 

rude, disrespectful, or inappropriate behaviors that go 

against accepted norms of conduct in online settings [2, 

3, 4]. Cyber incivility is a form of deviant social behavior 

that mainly happens on digital communication platforms 

such as emails, social media, and online learning systems 

[5]. In other words, cyber incivility can be seen as a 

digital version of face-to-face incivility, where the 

absence of direct, in-person interaction creates chances 

for miscommunication and misrepresentation [6].  

According to a study by Kim et al., which aimed to check 

the extent of cyber civility among 336 nursing students 
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Background & Objective: Cyber incivility is a form of deviant social behavior that mainly 

happens on digital communication platforms such as emails, social media, and online learning 

systems. These behaviors can come from both students and instructors and may seriously 

disrupt the educational environment. This study aimed to find out the extent of medical sciences 

students’ exposure to cyber incivility in academic settings. 
 

Materials & Methods: In this cross-sectional study, 700 medical sciences students were 

chosen using convenience sampling between 1 February and 1 June 2022. A 68-item researcher-

made questionnaire with two sections was used for data collection. To study the data, 

descriptive and inferential statistics, including Mann-Whitney and Kruskal-Wallis tests, were 

used to compare the mean exposure-to-cyber-incivility scores across different demographic 

variables using SPSS software version 21.  
 

Results: The mean students’ exposure to cyber incivility was 134.5 ± 34.64 (range: 62–310). 

Most participants reported a low to moderate level of exposure to cyber incivility, while less 

than 1% reported a high level. There were also important differences in the mean score for cyber 

incivility exposure based on gender (p = 0.015), age (p < 0.001), academic major (p < 0.001), 

education level (p = 0.001), and academic semester (p < 0.001). 
 

Conclusion: The results showed a generally low level of student exposure to cyber incivility. 

Future research using a mixed-methods approach with both students and instructors could give 

deeper insights into cyber incivility and its related factors. 
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from the United States, Hong Kong, and South Korea, 

76.8% of participants reported cyber incivility as a 

concern. More than half of the students had faced cyber 

incivility, were aware of it, and saw it as an unacceptable 

and inappropriate behavior [7]. In another study, 

McNeill et al. in the United States compared nursing 

students’ and faculty members’ views of incivility in 

online learning environments. Most faculty members 

(86.7%) saw it as a mild to moderate issue, while less 

than half of the students (42.9%) shared this view [4]. 

Cyber incivility can include a wide range of disrespectful 

behaviors in digital environments. Examples are using 

capital letters in messages (seen as shouting), using 

demanding or aggressive instead of polite language, 

delaying feedback, using offensive or harsh words, 

cheating in online exams, academic dishonesty in online 

tests, submitting individual assignments as group work, 

students not meeting deadlines, and instructors not 

giving timely answers [2, 4, 7]. In a study by Haghighi 

and Farajollahi on 320 students in Iran, 62% admitted to 

copying assignments, 30% did their assignments with 

help from others, 18% copied content from websites 

without citation, and 4% submitted entire papers under 

their own name. Students’ views of academic dishonesty 

among peers included cheating during exams (81%), 

assignments (54%), and copying without citation (45%) 

[8]. In academic environments, cyber incivility can come 

from both students and faculty and may strongly disrupt 

the educational setting. In a study by McNeill et al., most 

faculty members (60%) and students (54.8%) believed 

that students were more likely to take part in uncivil 

behaviors than faculty. Only a small number of 

participants believed that faculty were more likely to 

show incivility, and none identified faculty as the main 

source of such behavior. In addition, 20% of faculty and 

14.3% of students said that the chance of incivility in 

online learning environments was equal between 

students and faculty [4]. Although behaviors linked with 

cyber incivility are often seen as minor or unimportant, 

they can strongly disrupt learning, harm professional 

relationships, and negatively affect the mental health of 

both students and instructors [9, 10]. While such 

behaviors are usually non-violent, they may lead to 

interpersonal tension, emotional distress, 

communication breakdowns [6, 11], psychological 

discomfort, aggression, withdrawal, and dissatisfaction. 

More and more, they are being recognized as a form of 

interpersonal stress [12, 13]. In this regard, several 

studies have looked into the harmful effects of cyber 

incivility. For example, findings from a study by 

Giumetti et al. in the southeastern United States showed 

that people who received uncivil email messages 

reported lower motivation and work engagement 

compared to those who received supportive emails [14]. 

Similarly, students who send informal or disrespectful 

email requests to instructors are less likely to have their 

requests approved, since such messages often reflect 

poor communication skills [15]. Also, the more virtual 

accounts and messages a person manages, the higher the 

chance of facing cyber incivility [7, 9]. Another 

important point is that views of incivility may differ 

depending on one’s role and context; people from 

different communities and cultures may understand 

incivility in different ways [7]. For example, in the study 

by McNeill et al., involving nursing students and faculty 

at the University of Northern Colorado, both groups 

agreed that certain behaviors—such as disrespectful 

comments and the use of inappropriate names—were 

clear examples of incivility. However, their views split 

on other issues: students saw delayed feedback and 

disorganized syllabi as forms of incivility, while faculty 

members did not [4]. Given that even low levels of cyber 

incivility can have important negative effects on the 

learning environment, finding and dealing with such 

behaviors is very important. The first step toward this 

goal is to check how much students are exposed to 

uncivil behaviors in digital spaces. Getting this 

understanding can help build digital communication 

skills and support a more respectful online culture. For 

this reason, the present study was designed to check the 

extent of exposure to cyber incivility among medical 

sciences students in the academic setting. 

Materials & Methods 

Design and setting(s) 

This cross-sectional study was done between 1 February 

and 1 June 2022. at Alborz University of Medical 

Sciences, Karaj, Iran. 
 

Participants and sampling  

The study population included all students enrolled in 

medical science programs, such as health sciences, 

nursing, pre-hospital emergency care, anesthesia, 

operating room technology, laboratory sciences, 

medicine, dentistry, and pharmacy. 

The total number of students at Alborz University of 

Medical Sciences was 3,500. Cochran’s formula was 

used to find the minimum required sample size. Based on 

the results of the study by Kim et al. [7] and considering 

α = 0.05 margin of error and maximum variability (p = 
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0.5, q = 0.5), the minimum sample size was calculated to 

be 346. To account for potential non-response and 

incomplete questionnaires, the sample size was increased 

to 700 to ensure data reliability and enough 

representation.  

The inclusion criteria for this study were: having 

experience with E-learning environments, using 

domestic and international social media platforms (such 

as WhatsApp, Telegram, Instagram, Bale, Eitaa, etc.), 

and using email and university systems. Students who 

were willing to take part in the study were selected 

through convenience sampling. 
 

Tools/Instruments 

A 68-item researcher-made questionnaire with two 

sections was designed and used for data collection: 

Demographic Information: This section included six 

items to record participants’ age, gender, marital status, 

academic major, current semester, and educational level. 

Students’ Exposure to Cyber Incivility in the 

Academic Setting: This section contained 62 items that 

measured the extent of students’ exposure to cyber 

incivility across six areas within the academic 

environment: student incivility in E-learning 

environments (8 items); instructor incivility in E-

learning environments (15 items); student incivility in 

emails and university systems (10 items); instructor 

incivility in emails and university systems (10 items); 

student incivility in social networks (10 items); and 

instructor incivility in social networks (9 items). 

Each item represents an instance of cyber incivility that 

may come from either a student or an instructor within 

the university context.  

Each participating student was asked to indicate how 

much they had encountered these instances of cyber 

incivility using a 5-point Likert scale. Since the score 

range for all areas was 1 (never) to 5 (always), a median 

score of 3 was considered the midpoint, with higher 

scores showing a greater degree of exposure to cyber 

incivility.  

The scores from the completed questionnaires ranged 

from a minimum of 62 to a maximum of 310. Scores 

from 62 to 144 indicate a low level of exposure to cyber 

incivility, scores from 145 to 226 show a moderate level, 

and scores between 227 and 310 show a high level of 

exposure to cyber incivility. The initial draft of the 

questionnaire, which had 85 items, was developed based 

on a review of the literature [2, 3, 7]. Then, face and 

content validity were checked through expert evaluation. 

For content validity, the “necessity” of each item was 

checked using the Content Validity Ratio (CVR), 

categorizing items as “essential,” “useful but not 

essential,” and “not essential.” In addition, the 

“relevance,” “clarity,” and “simplicity” of each item 

were checked using the Content Validity Index (CVI). 

To do this, the questionnaire was given to 10 faculty 

members at Alborz University of Medical Sciences with 

expertise in instrument development (n = 3), nursing 

education (n = 4), and medical education (n = 3) to 

collect and review their expert opinions. According to 

Lawshe’s table [16], the minimum acceptable CVR value 

for ten experts was 0.62.  

CVR analysis showed that 18 items scored below the 

threshold of 0.62 and were therefore removed. The 

remaining 67 items were kept for the next phase—CVI 

assessment. At this stage, the CVI values for 62 items 

were above 0.79, while 5 items scored below 0.7 and 

were then eliminated.  

To check construct validity, Confirmatory Factor 

Analysis (CFA) was done using Smart PLS version 3. 

Finally, the reliability of the 62-item questionnaire (after 

being completed by 30 students) was confirmed by 

calculating Cronbach’s alpha coefficients, which ranged 

from 0.83 to 0.92 for the dimensions and were 0.97 for 

the overall scale.  
 

Data collection methods  

The data collection process began after approval from the 

Ethics Committee of Alborz University of Medical 

Sciences. The researchers used an electronic version of 

the questionnaire through the Persian platform 

"Porsline." First, the electronic questionnaire was 

created, including explanations about the study's title, 

objectives, and method. To help students participate in 

completing the electronic questionnaires, one 

representative was selected from each faculty to 

communicate with students and encourage them to 

complete the survey link. These representatives were 

responsible for sending the questionnaire link to eligible 

student groups via social media platforms such as 

Telegram and WhatsApp. Students who were willing to 

take part in the study voluntarily completed the 

questionnaire. Data collection was done over four 

months, from February to June 2022. The questionnaire 

link was sent to 800 students, of whom 700 completed 

the survey, resulting in a response rate of 87.5%. This 

number (700 participants) exceeds the minimum sample 

size of 346 originally found using the formula. 
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Data analysis  

After data collection, both descriptive and inferential 

statistics were used to study the data. 

In the descriptive section, statistical measures such as 

frequency, percentage, mean, and standard deviation 

were used. In the inferential section, because the data 

were not normally distributed based on the Kolmogorov-

Smirnov test, the Mann–Whitney and Kruskal–Wallis 

tests were used to compare the mean exposure to cyber 

incivility scores across different levels of demographic 

variables. Data analysis was done using SPSS version 21 

at a significance level of p ≤ 0.05. 

Results 

A total of 700 students took part in this study and 

completed the questionnaire. Most were female (52%), 

and the majority were single (93%). Regarding academic 

majors, the largest group was in medicine (28.6%), 

followed by nursing (21.7%) and pharmacy (9.9%). For 

educational level, 53.1% of students were in bachelor’s 

programs, while 46.9% were pursuing professional 

doctorates. Most students (50.3%) were in semesters 6 to 

10, 46.8% in semesters 1 to 5, and 2.8% in semesters 11 

to 14. The participants had a mean age of 22.24 ± 3.64 

years, ranging from 18 to 50 years (Table 1). 

 

Table 1. Demographic characteristics of medical sciences students participating in this study (n = 700) 

Variables n (%) 

Gender 

Female 364 (52) 

Male 336 (48) 

Marital status 

Single 651 (93) 

Married 49 (7) 

Academic major 

Medicine 200 (28.6) 

Nursing 152 (21.7) 

Pharmacy 69 (9.9) 

Dentistry 59 (8.4) 

Pre-hospital emergency 58 (8.3) 

Operating room technology 45 (6.4) 

Laboratory sciences 40 (5.7) 

Anesthesia 23 (3.3) 

Public health 26 (3.7) 

Environmental health 19 (2.7) 

Occupational health 9 (1.3) 

Education level 

Bachelor 372 (53.1) 

Professional doctorate 328 (46.9) 

Semester 

1-5 328 (46.8) 

6-10 352 (50.3) 

11-14 20 (2.8) 

Age (years) 

≤ 20 219 (31.3) 

21-30 458 (65.4) 

≥ 31 23 (3.3) 

Abbreviations: n, number of participants. 

 

Table 2 shows the level of exposure to cyber incivility 

among the students in this study. The mean exposure 

score was 134.5 ± 34.64 (range: 62–310). Most 

participants reported a low to moderate level of exposure 

to cyber incivility, while less than 1% reported a high 

level of exposure. 

Table 3 shows the three items with the highest mean 

scores across the different areas of cyber incivility. 

Table 4 shows a comparison of mean exposure to cyber 

incivility scores across different levels of demographic 

variables. Although no statistically significant difference 

in the mean score for cyber incivility exposure was 

observed between married and single students (p > 0.05), 

significant differences were found based on gender (p = 

0.015), age (p < 0.001), academic major (p < 0.001), 

education level (p = 0.001), and academic semester (p < 

0.001). Specifically, male and younger students—

especially those aged 21 to 30—reported higher mean 

exposure scores. Among academic majors, pre-hospital 

emergency students had the highest average scores, 
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while students in environmental health, public health, 

operating room technology, and anesthesia reported 

lower scores. Professional doctorate students had higher 

exposure scores compared to undergraduate students. In 

addition, exposure to cyber incivility increased with the 

number of academic semesters completed. 

 

Table 2. Medical sciences students' exposure to cyber incivility 

Exposure to cyber incivility Mean ± SD n (%) Range (Min-Max) 

Low 111.9 ± 20.12 410 (58.6) 62 - 144 

Moderate 166.29 ± 16.79 284 (40.6) 145 - 226 

High 259.17 ± 79.28 6 (0.8) 227 - 310 

Total 134.5 ± 34.64 700 (100.0) 62 - 310 

Abbreviations: SD, standard deviation; n, number of participants; Min, minimum; Max, maximum. 

 
Table 3. Three items with the highest mean scores in each dimension of cyber incivility 

Cyber incivility dimensions  Items with the highest mean Mean score 

 

 

Student incivility in E-learning 

environments 

Cheating by students in online and virtual exams 3.03 ± 1.27 

Not attending online classes on time 2.80 ± 0.91 

Failing to do and submit assignments on time and failure to upload them to the university system 2.67 ± 0.95 

Mean ± SD of the overall dimension 2.36 ± 0.69 

Instructor incivility in E-learning 

environments 

The instructor's failure to provide timely feedback on students' virtual assignments   3.44 ± 0.98 

The instructor's failure to adequately explain the details of grades in virtual exams to students   3.21 ± 1.17 

The instructor's failure to record student grades on the university system in a timely manner 3.18 ± 1.08 

Mean ± SD of the overall dimension 2.63 ± 0.67 

Student incivility in the use of 

emails and university systems 

Having errors in punctuation, word spelling, and grammar in messages on the university system 

or in email text 
2.33 ± 0.94 

Providing incomplete responses to messages on the university system or emails 2.17 ± 0.91 

Failing to respond to emails and messages on the university system 2.16 ± 0.92 

Mean ± SD of the overall dimension 2.02 ± 0.67 

Instructor incivility in the use of 

emails and university systems 

Failing to respond to emails and messages on the university system 2.89 ± 1.06 

Providing incomplete responses to messages on the university system or emails 2.62 ± 1.07 

Failing to include respectful titles such as “Ms.”, “Mr.”, “Professor”, etc., in messages on the 

university system or email text 
2.32 ± 1.08 

Mean ± SD of the overall dimension 2.22 ± 0.71 

Student incivility in the use of social 

networks (WhatsApp, Telegram, 

Instagram, …) 

Ignoring and failing to respond to classmates' and instructors' questions in virtual networks 2.10 ± 0.96 

Using others' work without crediting the creator on social networks 2.01 ± 0.99 

Sending excessive and numerous messages and posts on social networks 1.99 ± 0.97 

Mean ± SD of the overall dimension 1.85 ± 0.69 

Instructor incivility in the use of 

social networks (WhatsApp, 

Telegram, Instagram, …) 

Ignoring and failing to respond to students' and colleagues' questions in virtual networks 2.19 ± 0.99 

Failing to send an apology message after mistakenly sending a message 1.96 ± 1.00 

Using others' work without crediting the creator on social networks 1.91 ± 0.93 

Mean ± SD of the overall dimension 1.76 ± 0.65 

Cyber incivility (total) 2.18 ± 0.56 

Abbreviations: SD, standard deviation. 
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Table 4. Medical sciences students' exposure to cyber incivility by dimensions based on demographic characteristics 

Variables 

Cyber incivility dimensions 

1 

Mean ± SD 

2 

Mean ± SD 

3 

Mean ± SD 

4 

Mean ± SD 

5 

Mean ± SD 

6 

Mean ± SD 

7 

Mean ± SD 

Gender 

Female 2.30 ± 0.68 2.58 ± 0.63 1.95 ± 0.62 2.17 ± 0.66 1.79 ± 0.66 1.72 ± 0.63 2.12 ± 0.52 

Male 2.43 ± 0.69 2.68 ± 0.71 2.08 ± 0.71 2.28 ± 0.76 1.93 ± 0.71 1.81 ± 0.68 2.24 ± 0.59 

aP-value 0.017 0.059 0.029 0.079 0.006 0.102 0.015 

Age (years) 

≤ 20 2.17 ± 0.66 2.42 ± 0.72 1.78 ± 0.65 2.02 ± 0.72 1.75 ± 0.69 1.63 ± 0.65 2.00 ± 0.57 

21-30 2.47 ± 0.68 2.74 ± 0.62 2.14 ± 0.65 2.33 ± 0.69 1.92 ± 0.69 1.84 ± 0.65 2.28 ± 0.53 

≥ 31 2.08 ± 0.63 2.40 ± 0.60 1.81 ± 0.57 1.97 ± 0.58 1.63 ± 0.51 1.59 ± 0.50 1.95 ± 0.45 

bP-value 0 < 0.001 0 < 0.001 0 < 0.001 0 < 0.001 0.002 0 < 0.001  0 < 0.001 

Marital status 

Single 2.37 ± 0.69 2.63 ± 0.67 2.02 ± 0.67 2.23 ± 0.71 1.86 ± 0.69 1.77 ± 0.66 2.19 ± 0.59 

Married 2.30 ± 0.62 2.58 ± 0.76 2.00 ± 0.71 2.06 ± 0.66 1.71 ± 0.61 1.63 ± 0.53 2.09 ± 0.56 

aP-value 0.538 0.822 0.842 0.127 0.180 0.218 0.274 

Education level 

Bachelor 2.35 ± 0.72 2.51 ± 0.69 2.00 ± 0.71 2.17 ± 0.71 1.80 ± 0.69 1.72 ± 0.68 2.13 ± 0.59 

Professional Doctorate 2.38 ± 0.65 2.76 ± 0.62 2.02 ± 0.62 2.28 ± 0.71 1.91 ± 0.68 1.81 ± 0.62 2.24 ± 0.51 

aP-value 0.352 0 < 0.001 0.353 0.029 0.013 0.035 0.001 

Academic major 

Medicine 2.41 ± 0.64 2.83 ± 0.66 2.08 ± 0.61 2.38 ± 0.76 2.00 ± 0.65 1.91 ± 0.64 2.32 ± 0.52 

Nursing 2.48 ± 0.71 2.53 ± 0.69 2.09 ± 0.71 2.22 ± 0.67 1.92 ± 0.66 1.78 ± 0.64 2.19 ± 0.57 

Pharmacy 2.24 ± 0.64 2.69 ± 0.53 1.96 ± 0.66 2.13 ± 0.59 1.79 ± 0.80 1.55 ± 0.54 2.11 ± 0.46 

Dentistry 2.41 ± 0.69 2.61 ± 0.57 1.92 ± 0.59 2.14 ± 0.62 1.75 ± 0.60 1.74 ± 0.58 2.13 ± 0.50 

Pre-Hospital Emergency 2.50 ± 0.76 2.60 ± 0.76 2.31 ± 0.86 2.38 ± 0.88 2.04 ± 0.90 2.03 ± 0.93 2.34z ± 0.77 

Operating Room Technology 2.16 ± 0.74 2.46 ± 0.74 1.87 ± 0.64 2.08 ± 0.67 1.64 ± 0.57 1.64 ± 0.54 2.01 ± 0.52 

Laboratory Sciences 2.16 ± 0.64 2.55 ± 0.55 1.81 ± 0.57 2.06 ± 0.64 1.67 ± 0.69 1.58 ± 0.61 2.02 ± 0.49 

Anesthesia 2.27 ± 0.75 2.56 ± 0.74 1.92 ± 0.60 2.16 ± 0.65 1.77 ± 0.57 1.62 ± 0.56 2.09 ± 0.55 

Public Health 2.15 ± 0.62 2.32 ± 0.55 1.73 ± 0.63 1.95 ± 0.60 1.61 ± 0.58 1.53 ± 0.53 1.92 ± 0.49 

Environmental Health 2.05 ± 0.67 2.23 ± 0.63 1.60 ± 0.56 1.78 ± 0.61 1.25 ± 0.35 1.37 ± 0.46 1.75 ± 0.45 

Occupational Health 2.43 ± 0.71 2.78 ± 0.84 1.97 ± 0.50 2.29 ± 0.73 1.65 ± 0.40 1.55 ± 0.44 2.16 ± 0.53 

bP-value 0.015 0 < 0.001 0.001 0.006 0 < 0.001 0 < 0.001 0 < 0.001 

Semester 

1-5 2.28 ± 0.67 2.49 ± 0.71 1.92 ± 0.69 2.12 ± 0.73 1.82 ± 0.72 1.71 ± 0.69 2.09 ± 0.59 

6-10 2.43 ± 0.69 2.75 ± 0.61 2.11 ± 0.64 2.30 ± 0.69 1.89 ± 0.66 1.82 ± 0.62 2.26 ± 0.51 

11-14 2.49 ± 0.65 2.78 ± 0.61 1.97 ± 0.61 2.33 ± 0.59 1.72 ± 0.63 1.72 ± 0.61 2.22 ± 0.51 

bP-value 0.003 0 < 0.001 0 < 0.001 0.001 0.126 0.015 0 < 0.001 

Note: Dimension 1: student incivility in E-learning environments; 2: instructor incivility in E-learning environments; 3: student incivility in the use of emails and 

university systems; 4: instructor incivility in the use of emails and university systems; 5: student incivility in the use of social networks; 6: instructor incivility in the use of 

social networks; and 7: total cyber incivility. aMann-Whitney U test was used for two-group comparisons. bKruskal-Wallis test was used for multiple-group comparisons. 

Abbreviations: SD, standard deviation. 

Discussion 

This study looked at the extent of medical sciences 

students’ exposure to cyber incivility. The results 

showed that the level of exposure was low. In contrast,  

 

in the study by Kim et al. in the United States, Hong 

Kong, and South Korea, students reported experiencing 

higher levels of cyber incivility [7]. Similarly, in the 
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study by Jagsi et al., faculty members from different 

nationalities and ethnicities reported that the occurrence 

of cyber incivility and a negative organizational climate 

was higher in medical universities [17]. People from 

different communities and cultures may see and 

understand incivility in different ways [7]. Moreover, 

views of incivility can differ depending on a person’s 

role and context [4]. Therefore, the relatively low mean 

level of exposure to cyber incivility observed in this 

study may be due to cultural differences as well as 

possible self-censorship by the participating students. 

According to Sharvit et al., self-censorship refers to the 

deliberate hiding of information when official sources 

are not available [18]. According to Noelle‐Neumann’s 

spiral of silence theory, people sometimes hide their true 

opinions out of fear of isolation [19]. In other words, 

individuals may use self-censorship because of the fear 

of rejection and may gradually make it a habit. In a study 

by Kamaruddin et al. on cyber incivility in Malaysia, it 

was found that respondents answered the questionnaire 

in a socially desirable way. The researchers believed that 

fear of criticism and blame caused respondents not to 

report negative incidents. The study’s participants 

consistently tried to maintain a positive self-concept and 

self-image by not revealing the truth [20]. Since cyber 

incivility happens online and often out of public view, it 

can be hard to identify and check. Sometimes, people 

who experience cyber incivility may not even be aware 

of it, or if they are, they may not have the ability to 

address and solve the issue [21]. Therefore, another 

reason for the low reported occurrence of cyber incivility 

in this study could be that it happens out of public sight. 

An analysis of the six areas of cyber incivility showed 

that, according to the students in this study, they 

experienced more cyber incivility from instructors than 

from fellow students. This is different from the findings 

of studies by McNeill et al. [4] in the United States and 

Farid et al. [22] in Pakistan, which found that students, 

rather than instructors, are more likely to engage in 

incivility in online learning environments. In other 

words, students have greater chance and opportunity to 

engage in incivility due to age, environmental, and 

cultural factors [2]. Students often feel more empowered 

 

and have less control over their behavior in online 

learning environments, a phenomenon that was 

identified as a form of cyber incivility by the students in 

the study conducted by Farid et al. [22]. According to the 

students in this study, student incivility in the use of 

social networks was more common than instructor 

incivility. With the onset of the COVID-19 pandemic, 

the academic use of social networks by both instructors 

and students increased. However, while instructors 

mainly used social networks for educational purposes, 

students used them mostly for communicating with 

friends [23]. It is clear that without enough education and 

awareness about using social media, virtual interactions 

on these platforms can increasingly lead to cyber 

incivility. This is partly because virtual spaces lack many 

non-verbal cues and have fewer social rules controlling 

behavior, making cyber incivility more likely in online 

communications [24]. Among the six areas of cyber 

incivility, two—student incivility in E-learning 

environments and instructor incivility in E-learning 

environments—had the highest mean scores. Cheating 

was the most frequent form of student incivility in E-

learning environments. This finding is consistent with 

the study by McNeill et al. [4]. Similarly, Kim et al. 

found that cheating in assignments was the most 

common form of cyber incivility [7]. Multiple 

environmental, organizational, individual, and 

personality-related factors can lead to the emergence and 

expression of such misconduct. Among these, 

psychological and personality traits—particularly 

student narcissism—play an important role in the 

occurrence of these behaviors [25]. 

Naturally, with the growing use of virtual spaces and the 

internet for educational purposes, the likelihood of 

academic dishonesty in online exams increases if there is 

no cultural preparedness and no effective monitoring 

system [8]. In other words, inadequate infrastructure for 

delivering high-quality online education, the 

inexperience and limited familiarity of instructors and 

students with E-learning cultures and systems, and the 

lack of rules controlling the use of online educational 

spaces can lead to higher levels of cyber incivility in E-

learning environments, cause misunderstandings, and 

increase user dissatisfaction.  

To address this issue, Swartzwelder et al. recommended 

setting up policies to handle incivility and creating 

handbooks for students and instructors that clearly state 

the university's expectations for appropriate conduct in 

online classes [26].  

In the area of instructor incivility in E-learning 

environments, the three highest-scoring items were "the 

instructor's failure to provide timely feedback on 

students' virtual assignments," "the instructor's failure to 

clearly explain the details of grades in virtual exams to 

students," and "the instructor's failure to record student 

grades on the university system on time." In other words, 
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students felt that university instructors placed less 

importance on these aspects. 

The findings of Farid et al. similarly highlighted that 

inadequate explanations regarding grade details and the 

threat of failing students for not meeting the instructor's 

demands were prominent examples of instructor cyber 

incivility [22]. Moreover, in the study by McNeill et al., 

issues such as providing vague course schedules and an 

unclear syllabus, unclear expectations for assignments, 

failure to record grades within a specified timeframe, and 

failure to provide timely feedback on assignments were 

identified as examples of instructor incivility in 

educational environments by students. 

These findings emphasize the need for more focus on 

cultivating and building a culture of proper and effective 

use of online education systems among both students and 

instructors, as well as improving instructors' skills in 

using the capabilities of online learning environments 

[4].  

In the area of "student incivility in the use of emails and 

university systems," the item "having errors in 

punctuation, word spelling, and grammar in messages on 

the university system or in email text" had the highest 

average. Similarly, in the study by Kim et al. in Seoul, 

students were found to lack the ability to write a 

professional email [27]. The study by Oakley et al., 

conducted in Pennsylvania, also showed that even 

though students were familiar with technology, they 

could not compose a work-related email without errors 

[28]. Therefore, medical sciences students need training 

in email writing and related etiquette [27].  

In this study, within the area of "instructor incivility in 

the use of emails and university systems," the item 

"failing to answer emails and messages on the university 

system" had the highest average. Factors such as 

unprofessional email content, conversational tone, 

grammatical and spelling errors, heavy workloads, and 

lack of time may cause instructors to be reluctant to 

answer student messages and emails [29]. 

In both areas of "student incivility in the use of social 

networks" and "instructor incivility in the use of social 

networks," the item "ignoring and failing to answer 

classmates', instructors', and colleagues' questions in 

virtual networks" had the highest average, highlighting 

the importance and necessity of timely responses to 

messages from both students and instructors. 

The results of examining cyber incivility exposure based 

on students’ demographic characteristics showed that 

male students experienced higher levels of cyber 

incivility compared to female students. Younger 

students, especially those in the 21–30 age group, 

reported higher mean exposure scores. Among academic 

majors, pre-hospital emergency students had the highest 

average scores, while students in environmental health, 

public health, operating room technology, and anesthesia 

reported lower scores. Professional doctorate students 

had higher exposure scores compared to undergraduate 

students. In addition, exposure to cyber incivility 

increased with the number of academic semesters 

completed. The study by Farid et al. found that female 

students and those with lower self-reported cyber 

incivility scores were more likely to report uncivil 

behaviors [22].  

Undoubtedly, cultural and personality differences among 

research samples in various studies can affect the results. 

Moreover, the higher level of exposure to cyber incivility 

among students in advanced academic terms may be due 

to their greater experience in online learning 

environments compared to students in earlier terms, 

leading them to face more instances of cyber incivility. 

Disrespectful behaviors in online educational 

environments can disrupt students’ learning and create 

chaos within the educational setting [30]. On the other 

hand, many universities struggle with inadequate 

policies designed for in-person interactions, which are 

not always suitable for the online environment, where the 

nature and context of incivility can differ significantly. 

To address this, universities can set up and communicate 

clear guidelines for online behavior to set expectations 

and reduce incidents of incivility. Additionally, 

providing training on digital etiquette and respectful 

online communication can give students and faculty the 

skills to interact positively in virtual settings [7]. 

Cyber incivility is a culturally dependent concept. 

Uncivil behaviors can differ from culture to culture. 

Therefore, its study should match the cultural and social 

contexts specific to each society. Although this study 

was conducted with a relatively large sample size, the 

results may not be easily applied to other regions of Iran 

or other countries. In addition, the data collection tool in 

this study was a questionnaire administered 

electronically to the research population. Self-censorship 

and lack of honesty in completing the questionnaire 

could be reasons for the lower reported levels of 

exposure to cyber incivility in this study. The absence of 

instructors from this study may also be a limitation. 

Therefore, it is recommended that future research 

designs use a mixed-methods approach (combining 

qualitative studies with surveys) conducted 

simultaneously on both students and instructors across 
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different countries to collect and study more complete 

data on cyber incivility and its related factors in academic 

environments.  

Conclusion 

The results showed a generally low level of student 

exposure to cyber incivility. The highest mean was 

related to instructor incivility in E-learning 

environments, while the lowest was instructor incivility 

in the context of social network  major, education level, 

and semester. 

These findings highlight the need for educational 

interventions to improve online communication in 

academic settings.  

Future mixed-methods research involving both students 

and instructors is recommended to gain deeper insights.  

Additionally, creating, carrying out, and carefully 

checking interventions to reduce cyber incivility is 

essential for making the academic environment better. 
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